
Here are 10 top tips
to help protect your children online.

1
Build an open trusting relationship 
around technology — keep 
communication open and supportive so 
your child knows they can come to you if 
something goes wrong or does not feel 
right online.

2
Co-view and co-play with your child 
online. This will help you better 
understand what they are doing and why 
they enjoy an app, game or website, as 
well as providing a great opportunity to 
start conversations about online safety.

3
Build good habits and help your child to 
develop digital intelligence and social and 
emotional skills — such as respect, 
empathy, critical thinking, responsible 
behaviour and resilience — and practice 
being good online citizens.

4
Empower your child — wherever possible, 
help them make wise decisions for 
themselves, rather than telling them what 
to do. Try to provide them with strategies 
for dealing with negative online 
experiences that will build their 
confidence and resilience.



5
Use devices in open areas of the home 
— this can help you manage and be 
aware of who your child interacts with 
online through phones, tablets, smart 
TVs, gaming consoles and other 
connected devices.

6
Set time limits that balance time spent 
in front of screens with offline activities 
— a family technology plan can help 
you to manage expectations around 
where and when technology use is 
allowed — you could even fill in an Early 
Years Family Tech Agreement.

7
Know the apps, games and social media 
sites your kids are using — make sure 
they are age-appropriate, and learn how 
to limit messaging or online chat and 
location-sharing functions within apps 
or games, as these can expose your 
child to unwanted contact and disclose 
their physical location.  

The eSafety Guide includes 
information to help parents and carers 
choose safer apps and report and 
block unwanted contact and sexual 
approaches.





8
Check the privacy settings on the games 
and apps your child is using and make sure 
their profiles are turned on to the strictest 
privacy setting. Restrict who can contact 
your child or ask them to check in with you 
before accepting new friends.

9
Use available technologies to set up 
parental controls on devices that can filter 
harmful content, monitor your child’s use 
and limit or block their time on connected 
devices or functions (e.g. cameras, in-app 
purchases).

10
Be alert to signs of distress and know 
where to go for more advice and support.

Visit esafety.gov.au/report to find out 
how eSafety can help to remove online 
harmful content.
Contact a free parent helpline or one of 
the other many great online counselling 
and support services for help. Kids, 
teens and young adults can contact Kids 
Helpline online or by phone on 1800 551 
800 and the service also provides 
guidance for parents.

https://www.esafety.gov.au/parents/skills-advice/good-habits-start-young
https://www.esafety.gov.au/parents/big-issues/time-online
https://www.esafety.gov.au/parents/children-under-5/family-tech-agreement
https://www.esafety.gov.au/key-issues/esafety-guide/messaging-online-chat
https://www.esafety.gov.au/key-issues/esafety-guide/location-sharing
https://www.esafety.gov.au/key-issues/esafety-guide
https://www.esafety.gov.au/parents/skills-advice/privacy-child
https://www.esafety.gov.au/parents/skills-advice/taming-technology
https://www.childhelplineinternational.org/child-helplines/child-helpline-network/
https://www.esafety.gov.au/report
https://kidshelpline.com.au/parents/issues/how-parentline-can-help-you?gclid=Cj0KCQjw6sHzBRCbARIsAF8FMpUZqv_w8UDoHEPQqjXCm_Dmp8CVZXdp5YfGA38IroJi0qXaPu7vBAIaAsZGEALw_wcB
https://www.esafety.gov.au/about-us/counselling-support-services
https://kidshelpline.com.au/

